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1. INTRODUCTION TO THE USER MANUAL

Let me thank you for the trust to OSG Records Management. We will be happy to provide you with a high-quality
range of services that ensure safe and secure storage of data carriers, as well as develop effective data management
systems to optimize your costs.

In this guide, you will find answers to the following questions:

RULES AND RESTRICTIONS

=  What are the general rules for working under a contract?

=  How to place an order correctly?

=  How are documents retrieved and delivered?

=  What are the rules for receiving and processing orders for the provision of services
=  What are the rules for the execution and transfer of orders for services rendered

SAFETY

= What are the rules for authorizing client employees to place orders for services and to work in OSG information
systems?

=  How is the confidentiality and security of data carriers ensured during storage and transportation?

= QOther
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2. ENSURING SECURITY AND CONFIDENTIALITY WHEN WORKING WITH DATA CARRIERS

SECURITY

OSG archives and storage system are equipped to ensure maximum security and physical safety of documents and
information in accordance with the legislation of the Republic of Armenia. Each OSG Archive is equipped with a
centralized security system, has access control and video surveillance, and documents transferred to OSG are stored
in special archive boxes and files. Storage units (Archive boxes) are protected from visual recognition and randomly
distributed among storage locations with a link between the box identifier (Barcode) and the storage location.

FIRE SAFETY SYSTEMS

To ensure fire safety, OSG storage facilities are equipped with various automated fire detection, warning and
extinguishing systems, which are regularly serviced by companies with the appropriate license.

In addition, each facility has primary fire extinguishing equipment and regularly conducts fire drills.

ACCESS TO OSG ARCHIVES

Only authorized company personnel have the right to access OSG Archives. Client representatives may only access if
accompanied by an authorized OSG employee.

3. GENERAL RULES FOR WORKING UNDER A CONTRACT
OSG provides services only after the conclusion of a contract. Orders are executed separately for each OSG Service
Region.

0OSG service region is the city where OSG Archive is located and other populated areas within its logistics service area.

Superuser Authorization Form — a document of a strictly specified form with a specific set and arrangement of details
for authorization of the client's employees, granting them access to OSG systems (hereinafter referred to as the
Superuser Authorization Form).

For accounting Data Carriers, ordering additional services and making payments for them, each client after signing
the contract is assigned a unique client identifier — an account (client number), separate for each OSG Service
Region.

Account (client number) is a unique client account (of the first level) in OSG electronic system. At the client's request,
an additional account (level) can be added to any account - a sub-account for separating orders and settlements
among different divisions of the client in the corresponding OSG service region, as well as for distributing access to
data carriers to authorized persons of the client. The account consists of 6-8 characters: the first 2 are letter prefixes
of service regions in the cities of OSG presence, the rest are numeric ordinal values.

Sub-account is an additional level (second or third) to the account. It can be alphabetic and numeric, contain up to 8
characters and reflect the name of the client's branch/division/department, etc.

The Customer Portal is software product of OSG with web-based user interface that allows the client to order
services under a contract and receive the necessary information about the service.
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OSG carries out anonymous storage of data carriers (hereinafter referred to as DC):

= Paper data carriers — packed in standard OSG boxes, without indicating the client’s name on the boxes, any
inscriptions and/or identification marks that allow visual identification of the client. Additionally, paper data carriers
can be packed in OSG archive file folders (box capacity is 5 OSG file folders).

=  Media carriers — in cases of different capacities and/or separate cassettes as agreed with OSG.

Cases purchased or rented from OSG, as well as the client’s own cases, can be used for storage.

Note: Storage of data carriers in packaging other than the standard OSG packaging is not carried out or is carried out
in agreement with OSG.

4. RULES FOR AUTHORIZATION OF CLIENT EMPLOYEES
Authorization — granting a specific person or group of persons of the client the rights to perform certain actions by
entering credentials in OSG information systems for authentication of the authorized person.

Granting access — granting a specific user individual access to objects of a specific information system by entering in
it and issuing the user credentials for authentication with the setting of restrictions on the performance of certain
actions in this system, including access to certain data, as well as the process of verifying the credentials by the user
when attempting to log in to the system.

Superuser — a special authorized person of the client who has the right, in addition to placing orders for Services and
gaining access to Information Media/Property, to also manage the list of authorized persons of the client in the
client's personal account, making any changes to it on behalf of the client.

User — an authorized person of the client who has the right to place orders for services and gain access to the
client's data carriers.

Authorized persons - representatives of the client, granted by the authorized person of the client (the head of the
company or a person having such rights under a power of attorney) the right to order services in relation to the
client's data carriers, as well as to perform other actions stipulated by the agreement.

Authorization of the client's employees is carried out by filling out and signing by the client the Form for
authorization of superusers.

Note: It is important to understand the purposes of creating sub-accounts and take into account that an authorized
person for a specific sub-account will not be able to place orders in relation to data carriers of other sub-accounts or
the main account. If it is necessary to separate access by sub-accounts, then the client's superuser can
independently administer access levels in the Customer Portal. Invoices for each sub-account can be issued
separately, if necessary.

Authorization for access to the client's personal account on the Customer Portal is carried out on the basis of a
properly completed Superusers Authorization Form.
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EXAMPLE OF A COMPLETED SUPERUSER AUTHORIZATION FORM

E?ﬁm Uniytnogiiunbptnh wynnphquigiwl $npunLywn
; Management DopMynsp Ha aBTOPU3ALMIO Cynepnonb3oBarTenen
Superuser Authorization Form
Swphju Ynn
Wrpux-xon
Barcode

Lpwgywd $npungwph phophbwlyp nululnubp 0-EU-2k 33 p. Eplwl, FwdPne h. 111, 0064 hwugbny
Otnpasbre opuruHan 0 hopmynspa no agpecy - 0064, PA, r. Epesan, yn. Padbdm 111
Send the original completed fon'n to the address - 0064, PA, Yerevan, Raffi St 111

* - RGN Wy W0 BU [pwg - SnpUnYWAR Ywpnn £ UEROYS]" Ujuw] Yt ny iy PguWl fEypnud; Snpunwgwng nop Uk T dnlnur
FuoppLwyp O-CU-2h Ununpugpynt opyuwhg:
* - NONA, OCAIATENLHLIS ANA SAN0NHEHHA. SOPMYNAP MOKET OhiTh OTKNOHEH NPH HEKOPPSKTHOM HAK SOPMYNAP BCTYNSST B CHAY B O9Hb

NOCTYNNEHUS OPUIMHANE B OCT
* - Nislds that are mandatory to Ml In. The form may be rejecised If Nlled In Incorractly or Incomplstsly. The form comes Into force on the day the orginal is
received by OSG
UYunnphquighul W SWRWNLRIMULERR wwnghpaadp Juanwpyniy b jnupupuilynn Wwuwuwgph hudwn wrwUshy:
ASTOPKSILMA M 3333 YCAYr NPOHIBOAATCA NO KAWAOMY [OTOBOPY OTABNLHO.
Autnorization and ordsring of sanvicss Is carried out for each agreement saparataly.

MU3VULUS P UUUURHHL ud 3USUN/ e IUThHYLENRS Jeyp*
OATA JOFOBOPA unu oaux na AKKAYHTOE KITMEHTA*
CONTRACT DATE or one of the CLIENT ACCOUNTS*

Uyhqughul INpIRAYAL E UG 2peuiliaulynial pajnn huuPUEML:
X0 BCEM XKIYHTAM B PAMKaX Aoronopa
Aubwmtion Is gantad to all accounts within the of the ag

IUSUN/Yh CLYEMNF@3UL 3433 *
WHH KOMNAHWU KNUEHTA*
CLIENT'S COMPANY TAX ID*

SUSURNME CLYECNFE@3UL LPRd ULdULNHUC
(hUpwtu Uzdwd £ 33 MEn. nEghunpnud)

NONHOE HAMMEHOBAHME KOMMNAHUM KNUEHTA*
(xak yxasaHo e Noc. perucTpe PA)

FULL NAME OF THE CLIENT COMPANY*
(as indicated in the State Registry of Armenia)

FUBURLNMILERD TINPSULNFU UNFTIGROASUSENErh UMSNrh2USUUL 3NF3UY
CIMUCOK CYNEPMNOJIb3OBATEJIEM HA ABTOPU3ALMIO HA KITMEHTCKOM MOPTANNE
LIST OF SUPERUSERS FOR AUTHORIZATION ON THE CUSTOMER PORTAL

awuwmnmuupp WRPMWH Yunwyupulsls hwtun Upucuubwy huwpwynp & uynnphquglty ERYL nLYBRog:

P P ™o Ha KAMEHTCKOMO NOP [BYX Cynep .
it 1s possibis to t y auth twoetporuaenio ter the cush porial.
SwuwlGhnuejwl
Fopughl htn.* / U LRjnLL® / —
) . op n.* innnwgpn 5 Clunnz gniguiing
N quuNnthl:un:iethul::::?ua. Wima® [ e-mail* MoSunespi Ten "/ Meanucs” / Twn ocTyna®
Mobie phone* Signature” SuloaT W Mo
Access type*
Select from list
1 Professional
2 Basic

FUBURNMILERD MINPSULNFU UNFTIESOASUSENErh UMSNrh2USUUL 261UrLUUL SNFSUY
CMNUCOK CYTIEPIONb30OBATEJEW HA OTMEHY ABTOPU3ALIMA HA KITMEHTCKOM NMOPTAINE
LIST OF SUPERUSERS TO CANCEL AUTHORIZATION ON THE CLIENT PORTAL

N2 Ugqgqulndu, ULnib* / ®amunnr, Wwa* / Name Sumame* e-mai”
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tEnwnyty pnpnp unytpoquwntptph L ogunuwntptinh wywnnphqughwl hwéwhunprbitph wnpuwnud (Wning):
OTMEHNTE ABTOPH3ALMIO BCEX CYNepnonb30BaTenei U NONLIOBATENeH HA KNMeHTcKoM nopTtane (Qa/Her)

Disable authorization of all superusers and users on the customer portal (Yes/No)

Yhpwndnwd £, GpE hwéwhunpnp nentnuemd ynluh Lwhighunw hwanpdws unLwbpoguuwwntpbph/ogunwnbptph Ywuhl
MPUMEHRETCA, SCNN Y KIMEHT3 HET wHdOopMaLMK 05 IBTOPU30BIHHEIX PAHEE CYNEpPNONE3083TENAX/NONE30BIATENAX

Used  the client has no mformation about previcusly authorized superusersiusers

Snpuniguipp wpnn & unnpuegnti hwdwunpni pUYSHINLRHUL NERWHWRR YWy MWgnpwgpny LWL gnpdnanLRniiUtn QumwpBing pugnpyus uey w)|
WUWNNN: SOPMYNAP MONET aTh PYROSOANTENE XOMNSHMK KNMEHTS WK MHOR COTPYAHKK, YNONHOMOYEHHBIR HA TaKME SEHCTEHA A0BEPIHHOCTE.
" The form may be signed by the client’s company manager or another empioyss authorized to do 20 by powsr of attomey.

SRE $NAUNLYWN WANHWGHNAR NWLRGY E GUIRY [MUGNHWGNNY, wWiyw WURPWGLZN E SHpUnLuph pLOpRLWLN htwn Wwupl O-EU-2h-hil UbpYwLgUt]
hwgnpwgnh ualtpwgywd Ypytophlwyp: ECnk NOANKCEKT (POPMYNRPA ASACTEYET N0 A0BSPEHROCTH, TO HEOOXOQMMO NEPEasTE B OCT BMECTS C OPHIMEANOM
DOPMYNRPa PeHHY0 [osep cTH. If the signatory of the form acts undsr a power of aftorney, then It Is necsesary o submit to the 0SG, a cartified copy
of the power of attorney together with the original form.

©-£U-2h-U UNPWGPRRNY YnLwlh SPURLYWAN WWIRALY LUl NEAEYWINYALRIALUD" SHPUNLLRD FLOPRLWYR UNWLWRLG NGAN 1 W uWLMLLRWIHU
opw pURWGENL, IUyuEY LWl $ORUNLYWANLY UYWD UNLYEROGUWMENEANY YNLWNYD Nwzyh tywRsp:
OCT ranpaswT nogni Yy WHDOP %0 00 oGpal DOPMYNAPE B Te4eHMe 1 paGo4ero QKR NOCNE NONYYEHNA OPHIHHANA (POPMYNAPA, 3 TN HANPABKT
YHETHBIE QaHHbLIE YX33aHHBIM B DOPMYNAPS Cynepnonksosatenam. OSG will sand the signatory information about the processing of the form within 1 business day
after recelving the original form, and will also send the credentials to the suparusers spscified in the form.

Unnpuigntny unul PAILNWRNLEE " MUSWRNANRY WHMWLAUNLY & WUPMpuwiil Wuwimuuwiwnynipinit hwdwhunpgh Jwswnpnutph wyopnwinud
UnLytpoginwintpEnp L guijugud wjj oguuwntpEpp gnpdnnnLRjnliltnh Wiywil wugnponLpjwl hwtwp: Unnpugntiny uniyl $npunyjwpp’ hudwiunpip
pURNMUNLY £ Lwl O-EU-20-h hitpsiivwe.osgrm_amisgal-documants/ wngwlg Ywipnud wEnwnnywd Oguiugnpdnmnh nLntgnigh Wwiiwliuspp® painp
[PwgnLlEpny W rhnfunLRRLULGRNY. npnlg O-EU-20-U ppwynilp nLlp npwinuy dwiwliwy we dwiwbuy Yuinwnt] wawhngsny bp Quignid Nuysgaygn
WnNLW MWARSPWYN BENWAYWS PUELD: NLABENYGH GUILYEINL Yuwinh PhnnfunLRjWl RGN, O-EU-2h-U gruynp YnknGlwgUh hwswiuAppiu
UnLytpoginuntpp £l huugbny ' nLwpytiny NLqtgnygh wknwiadw Unp huugth hnnuwip:

NOANMCEISAR HACTORWMA QOKYMEHT, KIHSHT NPHHWMAOT H3 CHOR BCIO OTBETCTEEHHOCT: 33 ASACTEMA WKNK GeanaiCTEMR CyNepnonsI0saTensd # MIOGLIX HHBIX
NONE20BATENEGH CO CTOPOHLI KNHSHTS, HE KNMEHTCXOM NOPTANG KNMEHTI. MOANHCHIEaR Wyl opmynap, TaOKE NI ycnoBwMr PyXoBoacCTEa
NONL30SATANA, PISMOWEHHOTO HA WHTEPHET-CalTe OCT no agpecy hitps iwww.osgrm.amlegal-documsnts/ , CO BCaMM AAMM K1 MK, KOTOPGIE
OCT 8npass Bpevs OT EPEMEHN BHOCHTE B HOMD, 009CTIOYHEAR PIIMALLEHNE KTYANLHOR BEPCHM PYKOBOACTES HA CBOOM MHTSPHET-CAATS. B CRY43e HIMOHBHNA
anpeca PS3MeWEHHA PYXoBORCTEA, OCT NHCLMEHHO YEEAOMAT 00 3TOM KAMEHTE NO AAPECY SNSKTPOHHON NOYTHI CyNepnonbsosaTens Co CCLINKOR HA HOBLIA anpec
PAIMEWEHHA PYX0BOACTEA.

By signing the prasant document, ths cllent assumes full responsibility for the actions andior in of sSup and any other users on the client's part, on the
client's customer portal. By signing this form, the cilent aiso accepts the tarms of the User Gulde postsd on the OSG website . with all soditions and changes that 0SG
has the right to maks from tims to time, ensuring that the current version of the Gulds Is posted on Its webdslts. In the svent of a change In the address of the Gulde,
OSG will notify the client in writing to the Superussrs e-mall address with a link to the new addrees of the Gulds.

unyls nea A E, np ey (14 wndy, &y h hwugt W
Ry J onkl hp Ynnuhg
tuas U333 unt ou
INAIEPD Yt &5ng EU sEpdby wit Ou-an
Rl Lwi O-tu-a2h SUduL

Noanwcwsas " XrmeerT NTo oM Y nep HliX Q3HLLX HNR, 23P00 INMTRONION NONTRI ¥ Tenedce| & NonKoM

e oA B HiiX QAMMLIX. 5 WM 000! HinlX SAMSWIX PA
2 TeDPMTOPMK PA, NPasa cyfueKTos MiIX GANMRK, NOMY 3 mmmmnmmmms.”?m
L » O LANLI0 Ba ] Pa, 3 TIOKO NYTOM DORINW HLIN, = pynny W OCr.

wmwmmmmmummmuuumtm firct name, emad and to n il with the of the
legiciation in the Melc of data protection, In , he'che hac with the for tion of 1 data of oitizenc of the Republlo of Armenia on the terrtory

of the Repubiio of Armenia, the rights of e of data hac the or other gr for the francfer of perconal data to 0206 Recorde Management In

ocder to fulfl the termc of ihe conoiuded agreement, ac well 3¢ by orocs-border trancfer 1o percone Inciuded In the C23 group of companies.

BOpUNLYWRE LINPWGPENL PPMUYWIURLRINUUSEHD W R PRYWURWENLEINLUD MuuWwingnitd 50 hwGwunpnh whnpugnnieaudpe W yuneny.
NONKOMOYHA H3 NOANWCAKKE DOPMYNRPA M SI0 COASPKAHHS NOATESPXAILOTCA NOANMCESD M NEYETHIO KIHSKTA.
The authority to sign the Form and is contents are confirmed by the signature and geal of the client:

Uqqundu, Uundu* / ®amunur, Mma® / Name Sumame”
Twgzwninb* / QomxHocTs" / Position”

3tn. (wahuipep.)*
e-mail” Ten. (pab.mob.)*

Tel. (work_moeb.)"

Uwnnpugpnupindu
- nm“-
Signature”

Dnpunywph wbuwehyp”
Dara dopmynApa’
Date of the Form”

LS./ M.I.* /Stamp™
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TO AUTHORIZATE A CLIENT'S EMPLOYEE IN THE WEB FORM FOR SUPERUSER
AUTHORIZATION, IT IS NECESSARY TO SPECIFY:

Your company's TIN

e The date of the agreement and/or one of the accounts assigned to your company
e The full name of the authorized superuser and his/her email address

e The contact phone number of the authorized superuser

e The type of access in the Customer Portal

e The signatory's details

The form is signed by the company's director or another person authorized by power of attorney to sign such
documents and/or documents under the agreement with OSG. The form is also certified by the company's seal. A
scanned copy of the Form and a document confirming the signatory's authority are sent to the email address
l.abrahamyan@osgrm.com. If the client does not use a seal in their activities, the client provides an official letter
confirming this decision on the company's letterhead.

The number of authorized persons under the Form for superuser authorization and the authorization termination
dates are determined by the client. To change the list of authorized superusers and/or change their data (contact
phone number, email address), a new Form is submitted indicating the required action: adding a new person or
disabling a previously authorized person. When replacing the data of an authorized superuser (contact phone
number, email address), the updated data is indicated as adding (as for a new authorized person), and the old data is
indicated as disabling.

The processing time for the Form for superuser authorization in OSG is 1 business day from the date of receipt. In
case of incorrect filling, the Form is rejected, the client is informed of the reasons for the rejection. The client must
submit a new Form with the correct data.

EXCLUSION FROM THE AUTHORIZATION LIST

If the client wishes to exclude someone from the list of authorized superusers, the client shall submit to OSG a
superuser authorization form with the option "Disable superusers", which shall either cancel all previous lists or
disable only the specified superusers. OSG shall not be liable for the use of usernames and email addresses specified
by the Client in the Authorization Form by persons not authorized to use them.

5. RULES FOR RECEIVING AND PROCESSING ORDERS FOR THE PROVISION OF SERVICES
ORDERS ARE ACCEPTED ONLY FROM AUTHORIZED PERSONS

Unless otherwise provided by the contract, OSG provides services upon prior order of the client. The client orders
services independently through the Client Portal. Detailed instructions, including how to create orders, are in the
Knowledge Base on the Client Portal. OSG customer support is open on weekdays from 9:00 to 18:00.

The order is placed on the Customer Portal, and individual clients can also place orders through a web interface
specially developed for the client.
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Orders are accepted, processed and fulfilled from 9:00 to 17:00 local time in OSG service region (OSG archive
fulfilling the order). Moscow time is indicated in the Customer Portal system. The Client must take into account the
time difference when submitting orders to calculate the order processing time and its fulfillment.

The order processing period for orders placed through the Customer Portal is within 1 business day according to the
service region time from the moment the order is placed.

6. ORDER FULFILLMENT RULES
Based on the results of order processing, work order is generated for the performance of a certain type of services
(works). All services, including the receipt and issuance of data carriers, are performed by OSG only according to
work orders.

A copy of the work order issued on the basis of the order is sent to the client by e-mail, which is a confirmation of
the processing of the received order, and the entire history and status of the orders are available in the Customer
Portal in the "Order History" section. Depending on the services, the work order is executed by the relevant
department / OSG Archive.

According to work orders providing for the retrieval of Data Carriers (DC) from the Archive, the following may be
issued:

= With delivery to the client by courier service;
= Without delivery, when retrieved to the courier from the client in case of slef-removal;
=  When retrieved to the audit room (if the service is available in OSG Archive) for work with DC at OSG archive,
the archive employees, in accordance with the order, search for DC and prepare DC/consumables/containers
for retrieval.
When retrieving DC/consumables to the client (the contact person specified in the order, or another representative
of the client), the Archive employees or delivery drivers check the following documents from the person accepting
the order:

1. If the retrieval is made to the client's contact person specified in the work order, upon delivery to the customer's
service address by OSG courier service — work order (work order number).

2. Iftheissue is made to the client's contact person specified in the order, in case of self pick-up by order directly
from OSG Archive (courier from the client, transfer to the client's room) - the work order number and identity
document (passport).

3. Ifthe retrieval is made according to the work order upon self receipt of the order directly from OSG Archive
(courier from the client, transfer to the client room), and the work order specifies another contact person, or
there is no contact person, then the retrieval is made only if there is a power of attorney for the person receiving
the order, and the work order (order number), as well as an identity document of the recipient (passport).

REQUIREMENTS TO POWER OF ATTORNEY:

= QOriginal document (blue signatures and seals, not a photocopy) or a copy certified by the signature of the
company director and seal,
= The power of attorney must be in simple written or notarized form,
= The name of the organization in the power of attorney corresponds to the name of the client in the work order,
= The content of the power of attorney must clearly indicate the right of the attorney to accept DC from OSG,
=  The validity period of the power of attorney has not expired,
PAPER ARCHIVE = Storage of Documents = Archival Processing * Confidential Destruction
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= The full name and passport details of the attorney are indicated, and they correspond to the data in the
documents presented by the recipient.

Note: if there are any doubts about the correctness of the power of attorney, the Archive employee informs his/her
supervisor. The supervisor makes a decision on retrieving the DC, or contacts OSG Legal Department to confirm the
legal force of the power of attorney.

ATTENTION

e Before sending your representative to OSG, please make sure that he/she has a power of attorney to receive
documents and a pass to the Archives. To order a pass, call +374 10 743460.

e o |fyou order the retrieval/reception of documents to your courier, this implies his participation in
loading/unloading his vehicle.

e If the contact person accepting/transferring the order has all the necessary documents and they have been
checked by the archive staff or by the delivery drivers/couriers, then the order is retrieved/accepted in
accordance with the order, and the client confirms the services rendered with his signature on the DCT (data
collection terminal) or in the accompanying documents.

e [If the data in the work order differs from the actual data (date of completion, number of units, set of
services, etc.), all discrepancies are recorded in the DCT (data collection terminal) or in accompanying
documents, and certified by the signature of the transferring persons at the time of transfer.

e When receiving DC/containers and/or shred packages from a client, the same conditions apply as when
issuing and the conditions described above.

e Return of consumables (boxes, covers, seals, cardboard containers, barcodes, etc.) by the client to OSG is
not carried out.

7. DIVISION OF RESPONSIBILITY FOR USE OF THE CUSTOMER PORTAL
0OSG does not set up Client’s computers, LAN or software that maintains the computers or LAN and is not liable for
the Client’s LAN operation.

THE CLIENT IS RESPONSIBLE FOR:

= Ensuring the confidentiality of the identifiers issued to him for access to the order acceptance subsystem and the
legality of the use of identifiers;

= The content of the information transmitted by him or another person under his identifier over the network;

= The reliability of this information, the absence of claims from third parties and the legality of its distribution;

= Maintaining the relevance and accuracy of information of authorized users of the Customer portal.

OSG IS NOT RESPONSIBLE FOR:

= Full or partial order acceptance subsystem access termination which are caused by hardware or software changes
or other works required to maintain and develop OSG technology tools;

= Quality of order acceptance subsystem access during Client’s equipment failure, wire damage or other hardware
and software technologies involved in order placement but which are not in OSG’s possession. OSG is also not
responsible for access quality if the Client uses uncertified (not declared) hardware or chooses to alter hardware
connection. Access hiatus in the above mentioned case is not considered a down time;
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=  Anydirect or indirect damage done to the Client by unsanctioned third-party access to an order acceptance
subsystem with use of ID information given to the Client, excluding the cases where such can be attributed to
0SG.

The Client is responsible for protecting confidentiality of all of the ID information used to access Customer Portal
given by OSG. The Client is also responsible for compliant use of this information. The Client agrees that the orders
placed using this ID information will be identified as the orders placed by the Client’s authorized personnel and will
be executed without any additional inspection.

In addition, OSG is not responsible for damage inflicted by negligible or malicious use of the Customer Portal system
by the Client’s authorized personnel (for instance, unnecessarily changing the Client’s data, changing information
regarding the Data Carriers trail, placing wrong or unnecessary orders, etc). The Client must immediately revoke the
authorization in case the authorized employee is no longer working for the Client or the Client lost confidence in this
employee, etc.

OSG contacts for handling customer requests:
T.:+374 10 743460, +374 98 776763

client am@osgrm.com; orders am@osgrm.com Receiving orders, consultations and general questions

l.abrahamyan@osgrm.com Questions about accounts and accounting documents
introductory consultation when concluding a contract,
guestions about the contract

ATTENTION!

0OSG working hours: Monday - Friday from 09:00 to 18:00 service region time.

8. TYPES OF OSG BOXES AND CONSUMABLES
OSG BOX

A cardboard box made of three-layer corrugated cardboard with a separate cover and a capacity of no more than 15
kg, which is marked with a unique 7-digit OSG barcode sticker (barcode stickers for boxes).
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The photo shows the external dimensions.

28cm

OSG FOLDER

This is a file folder made of three-layer corrugated cardboard for storing client documents in an OSG box. If it is
necessary to work with the folder as a separate data carrier, it can be marked with a unique 10-digit OSG barcode
sticker (barcode stickers for files).

The photo shows the external dimensions.

LT
000079207

245
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OSG CHIPBOARD CONTAINER FOR DESTRUCTION

OSG chipboard container with a capacity of 140 | or 240 I. For the client to collect waste paper in their premises, the
container is provided in a closed form together with a shred package without providing a key. The filled shred package
is removed from the container at the client's request and replaced with a new shred package. The filled shred package
is removed from the client's office and destroyed.

The photo shows the external dimensions.

140 cm

45 cm 40cem \ A
45cm

PAPER ARCHIVE = Storage of Documents = Archival Processing = Confidential Destruction
ELECTRONIC ARCHIVE * Scanning of Documents = Indexing of Documents = Creation of Electronic Archive

WWW.0sgrm.am

Page 13 of 13


http://www.osgrm./

