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1. INTRODUCTION TO THE USER MANUAL 

 
Let me thank you for the trust to OSG Records Management. We will be happy to provide you with a high-quality 

range of services that ensure safe and secure storage of data carriers, as well as develop effective data management 

systems to optimize your costs. 

In this guide, you will find answers to the following questions: 

 

RULES AND RESTRICTIONS 

 

 What are the general rules for working under a contract? 
 How to place an order correctly? 
 How are documents retrieved and delivered? 
 What are the rules for receiving and processing orders for the provision of services 
 What are the rules for the execution and transfer of orders for services rendered 
 
SAFETY  

  What are the rules for authorizing client employees to place orders for services and to work in OSG information 
systems? 
 How is the confidentiality and security of data carriers ensured during storage and transportation?  
 Other 
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2. ENSURING SECURITY AND CONFIDENTIALITY WHEN WORKING WITH DATA CARRIERS 
 

SECURITY 

OSG archives and storage system are equipped to ensure maximum security and physical safety of documents and 

information in accordance with the legislation of the Republic of Armenia. Each OSG Archive is equipped with a 

centralized security system, has access control and video surveillance, and documents transferred to OSG are stored 

in special archive boxes and files. Storage units (Archive boxes) are protected from visual recognition and randomly 

distributed among storage locations with a link between the box identifier (Barcode) and the storage location. 

FIRE SAFETY SYSTEMS 

To ensure fire safety, OSG storage facilities are equipped with various automated fire detection, warning and 

extinguishing systems, which are regularly serviced by companies with the appropriate license. 

In addition, each facility has primary fire extinguishing equipment and regularly conducts fire drills. 

 

ACCESS TO OSG ARCHIVES 

Only authorized company personnel have the right to access OSG Archives. Client representatives may only access if 

accompanied by an authorized OSG employee. 

3. GENERAL RULES FOR WORKING UNDER A CONTRACT 
OSG provides services only after the conclusion of a contract. Orders are executed separately for each OSG Service 

Region.  

OSG service region is the city where OSG Archive is located and other populated areas within its logistics service area.  

Superuser Authorization Form – a document of a strictly specified form with a specific set and arrangement of details 

for authorization of the client's employees, granting them access to OSG systems (hereinafter referred to as the 

Superuser Authorization Form). 

For accounting Data Carriers, ordering additional services and making payments for them, each client after signing 

the contract is assigned a unique client identifier – an account (client number), separate for each OSG Service 

Region. 

Account (client number) is a unique client account (of the first level) in OSG electronic system. At the client's request, 

an additional account (level) can be added to any account - a sub-account for separating orders and settlements 

among different divisions of the client in the corresponding OSG service region, as well as for distributing access to 

data carriers to authorized persons of the client. The account consists of 6-8 characters: the first 2 are letter prefixes 

of service regions in the cities of OSG presence, the rest are numeric ordinal values. 

Sub-account is an additional level (second or third) to the account. It can be alphabetic and numeric, contain up to 8 

characters and reflect the name of the client's branch/division/department, etc. 

 

The Customer Portal is software product of OSG with web-based user interface that allows the client to order 

services under a contract and receive the necessary information about the service. 
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OSG carries out anonymous storage of data carriers (hereinafter referred to as DC): 
 

 Paper data carriers – packed in standard OSG boxes, without indicating the client’s name on the boxes, any 
inscriptions and/or identification marks that allow visual identification of the client. Additionally, paper data carriers 
can be packed in OSG archive file folders (box capacity is 5 OSG file folders). 
 Media carriers – in cases of different capacities and/or separate cassettes as agreed with OSG. 
 

Cases purchased or rented from OSG, as well as the client’s own cases, can be used for storage. 

 
Note: Storage of data carriers in packaging other than the standard OSG packaging is not carried out or is carried out 

in agreement with OSG. 

 

4. RULES FOR AUTHORIZATION OF CLIENT EMPLOYEES 
Authorization — granting a specific person or group of persons of the client the rights to perform certain actions by 

entering credentials in OSG information systems for authentication of the authorized person. 

Granting access — granting a specific user individual access to objects of a specific information system by entering in 

it and issuing the user credentials for authentication with the setting of restrictions on the performance of certain 

actions in this system, including access to certain data, as well as the process of verifying the credentials by the user 

when attempting to log in to the system. 

Superuser — a special authorized person of the client who has the right, in addition to placing orders for Services and 

gaining access to Information Media/Property, to also manage the list of authorized persons of the client in the 

client's personal account, making any changes to it on behalf of the client. 

User — an authorized person of the client who has the right to place orders for services and gain access to the 

client's data carriers. 

Authorized persons - representatives of the client, granted by the authorized person of the client (the head of the 

company or a person having such rights under a power of attorney) the right to order services in relation to the 

client's data carriers, as well as to perform other actions stipulated by the agreement. 

Authorization of the client's employees is carried out by filling out and signing by the client the Form for 

authorization of superusers. 

Note: It is important to understand the purposes of creating sub-accounts and take into account that an authorized 

person for a specific sub-account will not be able to place orders in relation to data carriers of other sub-accounts or 

the main account. If it is necessary to separate access by sub-accounts, then the client's superuser can 

independently administer access levels in the Customer Portal. Invoices for each sub-account can be issued 

separately, if necessary. 

Authorization for access to the client's personal account on the Customer Portal is carried out on the basis of a 

properly completed Superusers Authorization Form. 
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EXAMPLE OF A COMPLETED SUPERUSER AUTHORIZATION FORM  
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TO AUTHORIZATE A CLIENT'S EMPLOYEE IN THE WEB FORM FOR SUPERUSER 

AUTHORIZATION, IT IS NECESSARY TO SPECIFY: 

Your company's TIN 

 The date of the agreement and/or one of the accounts assigned to your company 

 The full name of the authorized superuser and his/her email address 

 The contact phone number of the authorized superuser 

 The type of access in the Customer Portal 

 The signatory's details 

 
The form is signed by the company's director or another person authorized by power of attorney to sign such 

documents and/or documents under the agreement with OSG. The form is also certified by the company's seal. A 

scanned copy of the Form and a document confirming the signatory's authority are sent to the email address 

l.abrahamyan@osgrm.com. If the client does not use a seal in their activities, the client provides an official letter 

confirming this decision on the company's letterhead. 

The number of authorized persons under the Form for superuser authorization and the authorization termination 

dates are determined by the client. To change the list of authorized superusers and/or change their data (contact 

phone number, email address), a new Form is submitted indicating the required action: adding a new person or 

disabling a previously authorized person. When replacing the data of an authorized superuser (contact phone 

number, email address), the updated data is indicated as adding (as for a new authorized person), and the old data is 

indicated as disabling. 

The processing time for the Form for superuser authorization in OSG is 1 business day from the date of receipt. In 

case of incorrect filling, the Form is rejected, the client is informed of the reasons for the rejection. The client must 

submit a new Form with the correct data. 

 

EXCLUSION FROM THE AUTHORIZATION LIST  

If the client wishes to exclude someone from the list of authorized superusers, the client shall submit to OSG a 

superuser authorization form with the option "Disable superusers", which shall either cancel all previous lists or 

disable only the specified superusers. OSG shall not be liable for the use of usernames and email addresses specified 

by the Client in the Authorization Form by persons not authorized to use them. 

 

5. RULES FOR RECEIVING AND PROCESSING ORDERS FOR THE PROVISION OF SERVICES 
ORDERS ARE ACCEPTED ONLY FROM AUTHORIZED PERSONS 

Unless otherwise provided by the contract, OSG provides services upon prior order of the client. The client orders 

services independently through the Client Portal. Detailed instructions, including how to create orders, are in the 

Knowledge Base on the Client Portal. OSG customer support is open on weekdays from 9:00 to 18:00. 

The order is placed on the Customer Portal, and individual clients can also place orders through a web interface 

specially developed for the client. 

http://www.osgrm./
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Orders are accepted, processed and fulfilled from 9:00 to 17:00 local time in OSG service region (OSG archive 

fulfilling the order). Moscow time is indicated in the Customer Portal system. The Client must take into account the 

time difference when submitting orders to calculate the order processing time and its fulfillment. 

The order processing period for orders placed through the Customer Portal is within 1 business day according to the 

service region time from the moment the order is placed. 

 

6. ORDER FULFILLMENT RULES 
Based on the results of order processing, work order is generated for the performance of a certain type of services 

(works). All services, including the receipt and issuance of data carriers, are performed by OSG only according to 

work orders. 

A copy of the work order issued on the basis of the order is sent to the client by e-mail, which is a confirmation of 

the processing of the received order, and the entire history and status of the orders are available in the Customer 

Portal in the "Order History" section. Depending on the services, the work order is executed by the relevant 

department / OSG Archive. 

According to work orders providing for the retrieval of Data Carriers (DC) from the Archive, the following may be 
issued: 
 
 With delivery to the client by courier service; 
 Without delivery, when retrieved to the courier from the client in case of slef-removal; 
 When retrieved to the audit room (if the service is available in OSG Archive) for work with DC at OSG archive, 

the archive employees, in accordance with the order, search for DC and prepare DC/consumables/containers 
for retrieval. 

When retrieving DC/consumables to the client (the contact person specified in the order, or another representative 

of the client), the Archive employees or delivery drivers check the following documents from the person accepting 

the order: 

1. If the retrieval is made to the client's contact person specified in the work order, upon delivery to the customer's 

service address by OSG courier service – work order (work order number). 

2. If the issue is made to the client's contact person specified in the order, in case of self pick-up by order directly 

from OSG Archive (courier from the client, transfer to the client's room) - the work order number and identity 

document (passport). 

3. If the retrieval is made according to the work order upon self receipt of the order directly from OSG Archive 

(courier from the client, transfer to the client room), and the work order specifies another contact person, or 

there is no contact person, then the retrieval is made only if there is a power of attorney for the person receiving 

the order, and the work order (order number), as well as an identity document of the recipient (passport). 
 

REQUIREMENTS TO POWER OF ATTORNEY: 

 Original document (blue signatures and seals, not a photocopy) or a copy certified by the signature of the 
company director and seal, 

 The power of attorney must be in simple written or notarized form, 
 The name of the organization in the power of attorney corresponds to the name of the client in the work order, 
 The content of the power of attorney must clearly indicate the right of the attorney to accept DC from OSG, 
 The validity period of the power of attorney has not expired, 

http://www.osgrm./
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 The full name and passport details of the attorney are indicated, and they correspond to the data in the 
documents presented by the recipient. 

 
Note: if there are any doubts about the correctness of the power of attorney, the Archive employee informs his/her 

supervisor. The supervisor makes a decision on retrieving the DC, or contacts OSG Legal Department to confirm the 

legal force of the power of attorney. 

 

ATTENTION 

 Before sending your representative to OSG, please make sure that he/she has a power of attorney to receive 

documents and a pass to the Archives. To order a pass, call +374 10 743460. 

 • If you order the retrieval/reception of documents to your courier, this implies his participation in 

loading/unloading his vehicle.  

 If the contact person accepting/transferring the order has all the necessary documents and they have been 

checked by the archive staff or by the delivery drivers/couriers, then the order is retrieved/accepted in 

accordance with the order, and the client confirms the services rendered with his signature on the DCT (data 

collection terminal) or in the accompanying documents. 

 If the data in the work order differs from the actual data (date of completion, number of units, set of 

services, etc.), all discrepancies are recorded in the DCT (data collection terminal) or in accompanying 

documents, and certified by the signature of the transferring persons at the time of transfer. 

 When receiving DC/containers and/or shred packages from a client, the same conditions apply as when 

issuing and the conditions described above.  

 Return of consumables (boxes, covers, seals, cardboard containers, barcodes, etc.) by the client to OSG is 

not carried out.  

 

7. DIVISION OF RESPONSIBILITY FOR USE OF THE CUSTOMER PORTAL 
OSG does not set up Client’s computers, LAN or software that maintains the computers or LAN and is not liable for 

the Client’s LAN operation.  

THE CLIENT IS RESPONSIBLE FOR: 

 Ensuring the confidentiality of the identifiers issued to him for access to the order acceptance subsystem and the 
legality of the use of identifiers;  

 The content of the information transmitted by him or another person under his identifier over the network; 
 The reliability of this information, the absence of claims from third parties and the legality of its distribution; 
 Maintaining the relevance and accuracy of information of authorized users of the Customer portal. 
 

OSG IS NOT RESPONSIBLE FOR:  

 Full or partial order acceptance subsystem access termination which are caused by hardware or software changes 
or other works required to maintain and develop OSG technology tools; 

 Quality of order acceptance subsystem access during Client’s equipment failure, wire damage or other hardware 
and software technologies involved in order placement but which are not in OSG’s possession. OSG is also not 
responsible for access quality if the Client uses uncertified (not declared) hardware or chooses to alter hardware 
connection. Access hiatus in the above mentioned case is not considered a down time; 

http://www.osgrm./
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 Any direct or indirect damage done to the Client by unsanctioned third-party access to an order acceptance 
subsystem with use of ID information given to the Client, excluding the cases where such can be attributed to 
OSG.  

 

The Client is responsible for protecting confidentiality of all of the ID information used to access Customer Portal 

given by OSG. The Client is also responsible for compliant use of this information. The Client agrees that the orders 

placed using this ID information will be identified as the orders placed by the Client’s authorized personnel and will 

be executed without any additional inspection.  

In addition, OSG is not responsible for damage inflicted by negligible or malicious use of the Customer Portal system 

by the Client’s authorized personnel (for instance, unnecessarily changing the Client’s data, changing information 

regarding the Data Carriers trail, placing wrong or unnecessary orders, etc). The Client must immediately revoke the 

authorization in case the authorized employee is no longer working for the Client or the Client lost confidence in this 

employee, etc. 

 
OSG contacts for handling customer requests : 

T.: +374 10 743460, +374 98 776763  

client_am@osgrm.com; orders_am@osgrm.com   Receiving orders, consultations and general questions 
l.abrahamyan@osgrm.com  Questions about accounts and accounting documents 
 introductory consultation when concluding a contract, 

questions about the contract 
ATTENTION! 

OSG working hours: Monday - Friday from 09:00 to 18:00 service region time. 

 

 

 

 

 

8. TYPES OF OSG BOXES AND CONSUMABLES 
OSG BOX 

A cardboard box made of three-layer corrugated cardboard with a separate cover and a capacity of no more than 15 
kg, which is marked with a unique 7-digit OSG barcode sticker (barcode stickers for boxes).  
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 The photo shows the external dimensions. 

   

 

 

 

 

 

 

 

 

OSG FOLDER 

This is a file folder made of three-layer corrugated cardboard for storing client documents in an OSG box. If it is 

necessary to work with the folder as a separate data carrier, it can be marked with a unique 10-digit OSG barcode 

sticker (barcode stickers for files). 

The photo shows the external dimensions. 
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OSG CHIPBOARD CONTAINER FOR DESTRUCTION 

OSG chipboard container with a capacity of 140 l or 240 l. For the client to collect waste paper in their premises, the 

container is provided in a closed form together with a shred package without providing a key. The filled shred package 

is removed from the container at the client's request and replaced with a new shred package. The filled shred package 

is removed from the client's office and destroyed. 

The photo shows the external dimensions.  

45 см 40 см 

75 см 

45 см 

140 см 

40 см 
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